**Presentation summary:**

**I'm Diego Pentester Jr. focused on offensive security and computer networks.**

**About me:**

I am a college student passionate about cybersecurity and computer networks, with a strong focus on offensive security. My specialty is controlled and ethical penetration testing.

**My goal:**

To be part of a Red Team, where I can apply my skills in pentesting and offensive security to strengthen the security of organizations.

**Sex description cards**:

**Knowledge:**

Network protocols: handling of routing protocols in networks such as OSPF, RIP and switch configuration in cisco OS.

Pentesting and analysis tools: Experience with tools such as arp-scan, netdiscover, aircrack-ng, ipfire, Metasploit, Nmap, Wireshark, wpscan, Jhon the Reaper, Hydra among others.

Information security models and regulations: knowledge of best practices according to ISO 27001.

Auditor in WIFI networks: Handling of aircrack suite with airodump, aireplay and wireshark for security testing in WIFI networks.

**Hard Skills:**

✓ **Pentesting:** Execution of penetration tests in controlled environments.

✓ **Network management**: Network administration on Cisco systems.

✓ **Vulnerability analysis:** Use of tools to identify security risks in systems such as nmap and nessus.

✓ **Exploitation of vulnerabilities:** ability to identify and exploit vulnerabilities in services and systems.

✓ **Security standards:** basics in information security management systems (SGSI) ISO 27001.

**soft skills:**

**1. Adaptability:**

**2. Complex problem solving.**

**3.Critical thinking.**

**4.Teamwork.**

**5.Effective communication.**

**6.Time management.**